
Struggling with?

o Training and keeping large number of 
users abreast with the constantly 
evolving cybersecurity threats?

o Cybersecurity awareness for users are  
often the weakest link in supply chain of 
information security

o Helping users shield themselves from 
phishing threats

o Validating awareness levels and 
responses of users periodically and 
bridging knowledge gaps

How can we help?

We use industry best practices to deliver 
customised IT Security Training and 

conduct phishing simulations

o Based on International Standards such 
as CREST, OWASP, SANS etc

o Leverage use of world’s largest 
security awareness training and 
simulated phishing platform

o Periodic phishing simulations to 
regularly check users’ awareness, 
benchmark against industry peers and 
put improvement trainings in place
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IT Security Training

Typical Coverage

✓ Why Cybersecurity? 

▪ Cyberthreats

▪ Anatomy of a cyber threat

▪ CREST Methodology

▪ OWASP Top 10/SANS Top 25

▪ Recent Cybersecurity Events

▪ Cyber Security Challenges

✓ Cybersecurity Incident Response Framework 

▪ Cybersecurity Incident Response 
Framework Components

▪ Crisis Management
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